Phishing: Don't Take the Bait!

What is phishing?

A phishing email claims to be from a legitimate source and often asks you to provide personal information, such as your password. Phishing emails can also contain malicious links or infected attachments.
Scammers are after your:
- Passwords
- Financial Information
- Identity
- Money

Phishing warning signs:
- Blank "to" field
- Suspicious "from" field
- Urgent request
- Odd or generic salutation
- Spelling and/or grammar errors
- Suspicious links or attachments
- Offer that sounds too good to be true

Report suspicious email:
1. Check The Phish Bowl web page for the latest phishing alerts:
   informationsecurity.princeton.edu/phish-bowl
2. Please forward any phishing emails that have not already been reported to:
   phishbowl@princeton.edu
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